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I. INTRODUCTION

Starting on March 23, 2022, residents of Arizona could add a digital copy of their driver’s license or state identification (“ID”) to their Apple

* J.D. Class of 2024, Georgetown University Law Center. Many thanks to Professor Julie Cohen for her invaluable guidance and feedback in her seminar course, Technology Law and Policy Colloquium: Data, Algorithms, and Platforms. Thank you also to Professors Paul Ohm and Anupam Chander for their helpful comments.
Wallet, allowing them to use their iPhones or Apple Watches to present valid government identification at airport security checkpoints.\(^1\) The state reported that over 11,000 people had requested digital copies of their Arizona IDs in the first 24 hours alone.\(^2\) Apple is expecting to roll out similar driver’s license projects in eleven states and Puerto Rico,\(^3\) and Google is likely not far behind in supporting digital state IDs on Android smartphones.\(^4\) With 85 percent of Americans owning a smartphone as of February 2021,\(^5\) one can expect a similarly high adoption of mobile driver’s licenses and digital state IDs in the next few years.

Though on the surface the ability to store and present official state IDs on one’s smartphone seems to be just another added convenience in an increasingly digital world, this transition raises an important question about whether Americans are finally ready to embrace a national ID system. While digital state ID is certainly not the same thing as a national ID managed by the federal government, new capabilities enabled by the digital format (e.g., QR codes which reveal only pertinent information, like whether the owner is of legal drinking age\(^6\)) and recent developments in the past two decades point to an American public that may be more open to a national ID regime.

First, states across the country have begun to issue IDs that meet the requirements of the REAL ID Act of 2005, which standardized the information included in state IDs as well as their authentication and issuance procedures.\(^7\) Though originally proposed as part of a larger national security measure against terrorism,\(^8\) the rollout of REAL IDs will, at minimum, establish new expectations for the federal government’s involvement in managing IDs.

---


2 *Id.*

3 *Id.*

4 Chris Velazco, *Digital driver’s licenses take the sting out of forgetting your wallet. Here’s how they work,* WASH. POST (Oct. 11, 2021), https://www.washingtonpost.com/technology/2021/10/11/digital-drivers-license-mdl/ [https://perma.cc/DD5G-37GX] (“Google has been working to build support for verifiable electronic IDs into Android and teamed up with Apple and others to define a technical standard for how these IDs should work. The code for it technically already exists in Android 11 and 12, but the company hasn’t announced plans to store digital state IDs in any of its apps yet.”).


8 *The History of Federal Requirements for State Issued Driver’s Licenses and Identification Cards,* NAT’L CONF. STATE LEGISLATURES,
Second, the COVID-19 pandemic has presented a painful reminder that certain problems cannot be effectively addressed on a state-to-state basis. The pandemic has highlighted the need for a national ID system, both for improving public health surveillance as well as for empowering the federal government to efficiently distribute aid to eligible individuals.\(^9\) As the pandemic raged on, more than 60 percent of Americans expressed their belief that the federal government should lead COVID-19 testing efforts,\(^10\) and commentators have raised national IDs as a way to tackle increasing concerns about public health surveillance and cyber fraud.\(^11\) Indeed, a poll conducted last year indicated that a majority of Americans favored the establishment of a national ID system.\(^12\)

I argue that the United States should launch a national ID system as a substitute for the highly undesirable status quo we find ourselves in today:


\(^10\) *Most Americans Say Federal Government Has Primary Responsibility for COVID-19 Testing*, PEW RSCH. CTR (May 12, 2020), https://www.pewresearch.org/politics/2020/05/12/most-americans-say-federal-government-has-primary-responsibility-for-covid-19-testing/ (reporting that “a majority of Americans (61 percent) say it is primarily the federal government’s responsibility to make sure there are enough COVID-19 tests” to make decisions about stay-at-home restrictions).


\(^12\) While the poll was specifically focused on measuring respondents’ opinions on the use of national ID for determining voter eligibility, its result nevertheless indicates Americans’ openness to the idea of a national ID system. *See* Russell Berman, *The Obvious Voting-Rights Solution That No Democrat Will Propose*, THE ATLANTIC (Aug. 30, 2021), https://www.theatlantic.com/politics/archive/2021/08/voting-rights-national-id-card/619772/ (‘‘51 percent of respondents favored a national ID that could be used for voting.’’).
Private actors compile dossiers of information on every consumer in the nation without meaningful consent, and third-party data brokers peddling that information to anyone willing to pay (including government agencies). None of it is used to benefit the public. The new national ID should be designed from conception for a pro-social purpose, with the aim of improving delivery of public benefits to the American people. The myriad benefits of a national ID regime include efficient administration of benefits and taxes, as well as accurate management of public records and census-taking. A national ID scheme can also be used for a variety of authorization and authentication needs, such as for forming contracts and verifying financial transactions. A securely implemented system would also mitigate risks of fraud, whether it be identity fraud, voter fraud, or benefit fraud. Despite these potential benefits, the United States finds itself in the minority when it comes to the adoption of a national ID system—out of nearly 200 countries in the world, at least 170 have established some form of national ID or plan to implement one.

There are, of course, good reasons to be concerned about national ID: section II identifies three common fears associated with national ID systems and considers examples of how prior failures have substantiated these fears. Section III discusses recent cryptographic and technological developments that have been successfully harnessed both here and abroad, suggesting a path forward for a national ID. Finally, section IV explains how the U.S. could learn from these successes and failures to establish a national ID system that is designed for public purpose.

II. FEARS AND FAILURES

National ID is frequently proposed as a solution for issues in national security, voter authentication, and immigration, but it has been ultimately rejected each time by critics in both political parties for reasons ranging from privacy concerns to illegitimate profiling. Numerous arguments have been
raised against the creation of a national ID in the U.S., but they can broadly be categorized into three buckets: fear of surveillance, fear of exploitation, and fear of exclusion.\textsuperscript{16}

A. Fear of Surveillance

One of the most often cited reasons for opposing the use of national IDs is the potential risk of the government using this powerful tool as a means of surveillance. The use of national identifiers expands the police power of a country’s government. Many countries have used national IDs to fight crime, corruption, and fraud; other countries have used them to profile race, ethnicity, political views, and religion.\textsuperscript{17} A national ID database in the hands of the government therefore can mean exciting potential benefits as well as terrifying harms—for example, the government could effectively compile lists of political dissenters using the same data-matching capability that allows it to effectively detect tax evasion. Worried that national ID would amplify the government’s surveillance capability, libertarians on the right often decry its threats to individual privacy and liberty, while civil rights advocates on the left frequently predict that IDs would inevitably lead to the discrimination and harassment of minorities.\textsuperscript{18} Governmental anti-terrorism efforts focused on mandatory ID or tracking,\textsuperscript{19} and Edward Snowden’s revelations on American intelligence operations’ surveillance practices\textsuperscript{20} have bolstered fears of government surveillance supplemented by a national ID system. Any proposal

\begin{itemize}
\item \textsuperscript{17} Mandatory National IDs and Biometric Databases, ELEC. FRONTIER FOUND. [EFF], https://www.eff.org/issues/national-ids [https://perma.cc/U2DL-RKYK] (last visited Apr. 1, 2022); see also Neda Matar, Comment, Are You Ready for a National ID Card? Perhaps We Don’t Have to Choose Between Fear of Terrorism and Need for Privacy, 17 EMORY INT’L L. REV. 287, 296 (2003).
\item \textsuperscript{19} PRIVACY INT’L, supra note 16.
\end{itemize}
to establish a national ID system in the U.S. must include provisions that will sufficiently assuage those fears.\textsuperscript{21}

B. Fear of Exploitation

The fear of exploitation similarly involves the abuse of the unique identifier, a key feature of any national ID system. As an individual uses the same unique identifier—often a string of numbers—to conduct everyday transactions, it becomes exceedingly easy for an unregulated actor to aggregate mountains of information about the individual into a virtual or real dossier. Depending on the context and use of the dossier, this act of aggregation may not be in and of itself alarming. Government agencies could, with the American people’s knowledge and consent, match databases that were previously separate using unique identifiers to deliver benefits more efficiently.\textsuperscript{22} However, government agencies could also use unique identifiers in ways that can harm privacy and civil liberties.\textsuperscript{23}

In addition to the public sector, exploitation can also happen in the private sector. Private companies have been compiling information on millions of Americans even without a national ID system by maintaining their own list of profiles.\textsuperscript{24} Once a national ID is established, a unique identifier backed by the government would be of considerable interest to private actors that depend on reliable authentication and data-matching as part of their daily operations. A secure and reliable national ID system would allow companies to improve user experience, conduct accurate attribute verification (e.g., checking someone’s age for sale of regulated products), and lower the risk of online fraud—advantages that are especially appealing to companies in banking, financial services, retail, and travel sectors.\textsuperscript{25} While such uses surely

\textsuperscript{21} See discussion of such provisions Part IV, infra.

\textsuperscript{22} For example, the Internal Revenue Service could data match with the Department of Education to automatically apply tuition-related tax deductions and determine eligibility for state-sponsored financial aid.

\textsuperscript{23} For example, border authorities could populate no-fly lists based on data from unrelated agencies.


benefit consumers, they can also substantially harm data privacy protections by providing private data collectors and brokers with a convenient tool to gather information on any individual to sell on a hungry market. Companies like Google or Meta (formerly Facebook) could combine their existing stockpiles of online user data with the national ID system to vastly extend the reach of their personalized advertising. A national ID system implemented without regulations in place to prevent such practices would predictably lead to open commercial exploitation—an eventuality that we have already seen with the Social Security Number.

Finally, exploitation can happen in the form of increased risk of identity theft and the introduction of false information in the system. A centralized location of the information underlying the national ID system would enable large numbers of entities to access data for a wide range of purposes, but it would also make the system more vulnerable to false information being injected due to illicit modification or data input error. A large central database of identities would also likely be a common target of identity theft, such as those resulting from the reported data leaks in India’s Aadhar database and the voter registration database of the Philippines.

C. Fear of Exclusion

Over-dependence on a national ID system poses risks to those excluded by that system. In other words, as more people rely on national ID to access public benefits and conduct business, it becomes more discriminatory and costly to those in the population who are unable to verify


27 See Section II.D, infra.


themselves and enroll in the system. Exclusion can occur inadvertently, such as by logistical or technical failures. This results in groups of people being left without IDs, even as the government increases ID restrictions on access to critically important social programs and benefits. National ID systems based on biometrics can also end up excluding people who are physically unable to provide the necessary biometrics—manual laborers, the elderly whose fingerprints fade over time, or people with missing limbs.

Exclusion can also happen by design. Governments can target a group of people to be identified on their IDs (e.g., tagged with a certain word, or an identity number in a different range from the rest of the population) to be set apart and treated differently. Examples of such practices include Myanmar’s forced issuance of identity documents to the Rohingya minority, and Kenya issuing people of Somali descent a different colored identity document to make them more easily identified by law enforcement. Besides overt discriminatory policies, the government could also exclude people as a means of regulation or punishment, especially if people are dependent on the national ID. A ubiquitous national ID that is used for everyday purchases, age verification, travel, and transportation could be leveraged as a chokepoint where sanctions could be applied.

Finally, it goes without saying that the three fears discussed above do not fully cover the range of concerns voiced by critics of national ID systems. For example, these fears assume a national ID system with complete and accurate data. This is a shaky assumption in practice. For example, identification via social security number can lead to verification errors quite frequently. The possibility of inaccurate information being introduced to the

---

30 PRIV. INT’L., supra note 16.
34 Id.
35 Froomkin, supra note 28, at 307.
national ID system also compounds the intensity of critics’ fears: A false positive match could subject the wrong person to law enforcement scrutiny or exclude someone who does meet eligibility requirements from receiving government benefits.

D. A Case of Failure: The Social Security Number

The story of the Social Security Number (SSN) illustrates how all three of these fears—surveillance, exploitation, and exclusion—play out in what is considered the closest thing the U.S. currently has to a government-run national ID scheme.

When the SSN was created in 1936, its original purpose was to act as an account number to facilitate the administration of the Social Security system.\(^{37}\) The number was intended to be used to track a worker’s lifetime earnings so that the Social Security Administration could determine their retirement benefits.\(^{38}\) However, noting the trend of the SSN’s wider adoption for purposes unrelated to social security, a Social Security Administration task force in 1971 warned against promoting the use of the SSN as an identifier, while a Department of Health, Education and Welfare report warned that a national identifier would “enhance the likelihood of arbitrary or uncontrolled linkage of records about people, particularly between government or government-supported automated systems.”\(^{39}\) Citing similar privacy concerns, both the Nixon and Carter Administrations rejected SSNs as a national uniform identifier.\(^{40}\) Even in the wake of the September 11 attacks


when public support for a national ID reached 70 percent, Congress included language in the enabling legislation for the Department of Homeland Security that clarified that the agency did not have the authority to create a national ID system. In 2005, a bipartisan commission co-chaired by former President Jimmy Carter endorsed a federal voter ID requirement, with SSNs seen as the “most feasible option for a federal unique identifier.” The commission’s recommendations were swiftly denounced by Democrats in Congress, including then-Senator Barack Obama and Representative John Lewis.

Despite such consistent opposition to the SSN becoming a national ID, it has become one by default, perhaps because other forms of identification are even less suitable: Not everyone owns a passport, and birth certificates are not standardized across states. The SSN today is requested as an identifying number by private companies and government agencies alike; an SSN is typically required to open a bank account, to apply for a federal loan, to receive government benefits for unemployment and Medicare, or to file taxes. If anything, the ubiquitous use of the SSN as an identifier has demonstrated the market demand for a unique identifier as a means of identity verification and authentication.

The story of the SSN is the story of exploitation and exclusion. SSNs have been at the center of major security and identity theft events, including the infamous hack of the U.S. Office of Personnel Management, inwhere 21.5 million SSNs were stolen. Indeed, SSNs have become available “through data resellers, security breaches at various companies and government agencies, unsuspecting customer service representatives, and even public records.” And though the Privacy Act forbids agencies from denying government service or benefit for failure to provide one’s SSN (unless federal law specifically requires it), this protection does not extend to the private

41 Berman, supra note 12.
44 Berman, supra note 12.
45 Jeffries, supra note 38.
48 Jeffries, supra note 38 (“SSNs can be bought in bulk for $1 each on private online forums, and a specific person’s SSN can reportedly be had for as little as $3.80.”).
sector. Companies can choose not to do business with someone if they refuse to provide their SSN, and no federal law currently exists that prevents businesses from requesting SSNs from consumers. Based on the history of the SSN alone, it is not hard to see why Americans would hesitate to support any attempt to create a new national ID system.

E. A Case of Potential Failure: REAL ID

Around the same time former President Carter’s bipartisan commission on election reform was established Congress passed the REAL ID Act of 2005. Drafted and passed during the height of the global war on terror, the Act’s stated purpose notably included the interest of “prevent[ing] terrorists from abusing the asylum laws of the United States.” The author of the bill further emphasized the counterterrorism purpose underlying the bill, stating that REAL ID will “hamper the ability of terrorist and criminal aliens to move freely throughout our society.” Though the REAL ID Act was originally stalled in the Senate, the author of the bill attached it as a rider on a military spending bill that dealt with emergency appropriations for the Iraq War and tsunami relief funding. The statute calls for the creation of national standards for state-issued driver’s licenses and ID cards, such that IDs must meet those standards when used for accessing certain federal facilities and—most relevant to the average American—for air travel. The Department of Homeland Security denies that REAL ID effectively creates national ID database because the program leaves the issuance of cards and the maintenance of databases to the States. As of this writing, all states and

50 The State of New York recently passed a law that prohibits companies from refusing service to customers without a social security number. N.Y. GEN. BUS. LAW § 399-ddd. (“Confidentiality of social security account number”).


territories have been certified as REAL ID compliant except American Samoa, which is under review.\textsuperscript{57}

Setting aside the argument that REAL ID will probably fail to prevent terrorism,\textsuperscript{58} the program could also be considered a failure as a national ID for public benefits. Because it was designed as a tool for identifying and removing U.S. people suspected of terrorism-related activities from the U.S.,\textsuperscript{59} REAL ID will inevitably serve those interests rather than the public interest of access to government services and benefits. REAL ID-compliant driver’s licenses may provide safe commercial flights; they will not provide secure personal healthcare records or efficient tax benefit eligibility determination. While the SSN is a failure story due to a lack of adequate accompanying rules preventing issues such as function creep,\textsuperscript{60} REAL ID is doomed to fail as a national ID for public purpose because it was born out of the government’s fear and distrust of the public, instead of its desire to serve the public.

III. HOPES AND HIGHLIGHTS

Despite these legitimate fears and troubling failures with national ID, technological developments in the last decade offer reasons for the United States to be optimistic of a secure and reliable national ID regime. Examples abound of cryptographic techniques, ranging from the largely theoretical to those already incorporated into secure transactions, that could enable a secure national ID system. Advances in cryptography offer key ingredients for identity verification systems that have been successfully implemented both here and abroad.

F. Technological Advances

A technology that captured the public’s attention and swept headlines in recent years could be a key piece of the national ID puzzle. Distributed ledger technology, especially as implemented in blockchain, has already been

\textsuperscript{57} \textsc{REAL ID, Dep’t of Homeland Sec.}, https://www.dhs.gov/real-id [https://perma.cc/X22W-Z467] (last visited May 11, 2022).

\textsuperscript{58} See ACLU, supra note 18 (National ID “would not have thwarted the September 11 hijackers, for example, many of whom reportedly had identification documents on them, and were in the country legally. Terrorists and criminals will continue to be able to obtain—by legal and illegal means—the documents needed to get a government ID, such as birth certificates.”).


\textsuperscript{60} See Section IV, infra, for further discussion on function creep.
heralded as a potentially transformational technology for government services.\textsuperscript{61} Generally speaking, a blockchain is a “distributed database that is stored on various nodes (the computers that store a copy of the database) and maintained by a consensus algorithm.” \textsuperscript{62} Blockchains are used to log transactions in an append-only manner, meaning that information can always be added but never removed. The cryptographic hash-chaining process of the blockchain renders the log tamper-evident, promoting transparency and accountability by design.\textsuperscript{63} As such, the guarantee of integrity for transaction records and data to a mathematical certainty makes blockchain valuable for society and governance.\textsuperscript{64} So far, blockchain technology has been used to create smart contracts, reducing transaction time by 90% in Sweden; register land ownership and real estate transactions in the country of Georgia; administer pensions in the Netherlands; and verify academic credentials for employment purposes in Malta.\textsuperscript{65} Similarly, blockchain technology could substantially boost the transparency and reliability of a national ID system, which would in turn foster public trust.\textsuperscript{66}

While still largely theoretical and less well-known than blockchain, a mathematical method called Zero-Knowledge Proof (ZKP) may also influence national ID design. ZKP allows one party to verify information about another

\begin{itemize}
  \item\textsuperscript{61} Victoria Lemieux & Cem Dener, Blockchain technology has the potential to transform government, but first we need to build trust, WORLD BANK BLOGS (Dec. 2, 2021), https://blogs.worldbank.org/governance/blockchain-technology-has-potential-transform-government-first-we-need-build-trust [https://perma.cc/X2MF-A56T]; see generally IBM, WHAT IS BLOCKCHAIN TECHNOLOGY?, https://www.ibm.com/topics/what-is-blockchain (last visited Apr. 4, 2022) [https://perma.cc/XH8V-H72E].
  \item\textsuperscript{63} Id. at 27.
  \item\textsuperscript{64} Helen Eenmaa, Sovereignty and Autonomy Via Mathematics, 4 STAN. J. BLOCKCHAIN L. & POL’Y 79, 97 (2021).
  \item\textsuperscript{66} Notably, the system does not need users’ trust—the mathematical certainty of the system allows it to guarantee data integrity and reliability, with or without trust among participants. See Eenmaa, supra note 64, at 96.
\end{itemize}
party without revealing anything about the content of the information.\textsuperscript{67} Possible applications of the ZKP include checking whether an account has enough money to complete a transaction without knowing the balance itself, confirming a password’s validity without needing to directly process it, or even verifying nuclear weapons without revealing classified information in support of disarmament efforts.\textsuperscript{68} Given the powerful advantages ZKP brings to transactions involving secure and confidential authentication of data, researchers are already looking into how it can be used for ID mechanisms.\textsuperscript{69} A national ID system that uses zero-knowledge protocols could assuage much of the fears associated with surveillance and exploitation; even though the government manages national IDs, it would not be able to learn anything about the underlying data without consent by the data subjects.

But even if some of the theories and methods such as ZKP do not turn out to be as promising in practice, or if they are not mature enough to support nationwide deployment, there are already secure infrastructures used in national ID systems around the world that the U.S. can emulate and improve upon. The most prominent example of a secure, transparent, and reliable national ID scheme is Estonia’s e-ID system.

G. Build for the People: Estonia’s e-ID

pretium. Praised as the world’s most digitally advanced society, Estonia started building the foundations for its national digital ID and e-government infrastructure soon after its independence from Russia in 1991.\textsuperscript{70} Noting that the passports it started issuing in 1992 would expire in 10 years, the Estonian government decided to use the expiration as an opportunity to

\begin{footnotesize}
\begin{enumerate}
\end{enumerate}
\end{footnotesize}
introduce a new ID card in 2002 that would provide Estonian residents with the ability to sign agreements digitally.\textsuperscript{71} Coupled with the government offering free Wi-Fi connectivity in most populated areas in the same year and continuing to invest in Internet infrastructure, Estonia’s e-ID quickly became the population’s main means of securely accessing private and public websites and conducting business online.\textsuperscript{72} The e-ID is available as a physical smart card, as well as digital and mobile IDs, and allows Estonian citizens to access 99 percent of public services online 24 hours a day—the only thing people cannot do online is get married and get divorced.\textsuperscript{73}

The ID system itself operates on the basis of a public key infrastructure, which is a combination of policies, procedures, and technology supporting the management of digital certificates and public key encryption to ensure secure communication and authentication.\textsuperscript{74} After experiencing a major cyberattack by Russia in 2007, Estonia incorporated a homegrown blockchain technology called Keyless Signature Infrastructure (KSI) Blockchain to protect the integrity of government networks and data while “guaranteeing 100% record privacy.”\textsuperscript{75} Enabling continuous integrity monitoring for all kinds of digital assets and data objects, the KSI blockchain is used to back the Estonian state registries for healthcare, property, business, and succession, along with the digital court system and the official state announcements system.\textsuperscript{76} Along with integrity and transparency afforded by the KSI blockchain, Estonia also gives e-ID users control over their data through the data tracker, which allows users to log into a state portal and “review the full list of queries concerning their personal information.”\textsuperscript{77} The


\textsuperscript{72} Hammersley, \textit{supra} note 70.


\textsuperscript{76} Estonia also plans to bring its data embassies, smart grid, personalized medicine, cybersecurity, and electronic taxation on KSI blockchain in the future. See E-ESTONIA, \textit{supra} note 73.

data tracker tool thus allows citizens and residents to keep an eye on how their personal data is being accessed and used by major government agencies.\textsuperscript{78} Reports of security incidents or abuse of Estonia’s e-ID system are rare: If there ever are any issues, they are quickly rectified thanks to the accountability and transparency measures in place.\textsuperscript{79}

The e-ID system most recently proved its value to the Estonian people when its e-Health record system facilitated accurate contact tracing and produced daily statistics for public health officials during the COVID-19 pandemic, contributing to the country faring better than many of its European neighbors at the start of the pandemic.\textsuperscript{80} Even in non-pandemic times, the e-Health Record allows Estonians to control their health data: They can see whenever someone accessed part of their health record, and only physicians and people that they specifically authorize can access their data.\textsuperscript{81} Health records from different hospitals and clinics are aggregated in a central repository, viewable in a standard format by patients and physicians. The KSI Blockchain technology ensures the accuracy and integrity of medical information and access logs.\textsuperscript{82}

Estonia’s e-ID system effectively responds to each of the fears discussed in Section II. Fears of surveillance and exploitation are overcome through transparency measures, imposed by technical design (e.g., the KSI Blockchain keeps an immutable ledger of activity) and by data protection rules under the EU’s General Data Protection Regulation.\textsuperscript{83} Rather than fearing exclusion, Estonians built the e-ID system for inclusion: All Estonians, regardless of race, gender, or socioeconomic status, can obtain a digital ID and reap its benefits. Even non-Estonians can become e-residents of Estonia to

\textsuperscript{78} Id.
\textsuperscript{80} Morgan Meaker, How Estonia used its digital state to beat back coronavirus, WIRED (June 19, 2020), https://www.wired.co.uk/article/estonia-coronavirus [https://perma.cc/8F8X-QVLV].
\textsuperscript{82} Id.
access various public services and the EU economy, allowing them to trade goods and services in the world’s largest single market.84

H. A Case for Hope: PIV Cards in the U.S. Government

We can be optimistic about a publicly owned, secure, and reliable national ID in the U.S. because key technologies underlying Estonia’s e-ID system are already being used here, albeit in a more limited scale. For example, the Department of Defense has contracted with the key supplier of Estonia’s KSI Blockchain software and services to ensure the security of its supply chains.85 In addition, a small but significant subset of the American population is already using an ID system built on public key infrastructure: 5 million federal employees and contractors use Personal Identity Verification (PIV) cards every day to log onto their government-issued computers, access and manage secure documents, as well as provide and authenticate digital signatures.86 While these examples do not automatically suggest that these use cases can be scaled nationwide for every person in the country, they demonstrate at the very least that the U.S. clearly has the capacity to implement a secure and reliable ID system like Estonia’s. The question is, should it establish such a national ID system, and if so, what would implementation entail?

IV. It Can (And It Should) Happen Here

The U.S. should create a national ID for public purpose as a much-needed substitute for the privately-owned, fragmented system we have today which poses significant surveillance and exploitation risks to the American people. Setting up the system will not be easy and numerous hurdles need to be overcome to achieve successful implementation. To minimize risks of surveillance, exploitation, and exclusion, the U.S. should establish data

85 E-ESTONIA, supra note 73; Adding Blockchain Capabilities for DoD and IC Customers, NAT’L CTR. FOR MFG. SCIENCES (May 4, 2018), https://www.ncms.org/adding-blockchain-capabilities-for-dod-and-ic-customers/ [https://perma.cc/8X9R-T9Z7].
protection rules that protect against function creep and give individuals control over their own data.

I. An Urgent Need for a Public Alternative

The most pressing reason for the U.S. to implement a national ID is that we already have one; the problem is that it is owned by a multitude of powerful private companies that have assembled comprehensive profiles on every person in the country. This de facto national ID is therefore designed to extract from the people, rather than to serve them. A former Secretary of Homeland Security reportedly stated that “[w]e do have a national ID. It’s operated by giant tech companies, where every place you are, everything you do, everything you search for is recorded in some fashion and integrated as a matter of managing your data.”

In addition, private data brokers have acted as “the middlemen of surveillance capitalism” for years, aggregating information about individuals from a hodgepodge of data sources and selling the records to any interested buyer, including law enforcement agencies. Law enforcement agencies in particular have been reported to purchase data on millions of consumers from third-party data brokers that maintain massive private databases. Though government would otherwise be restricted from directly collecting information on individuals without proper authorizations and procedures, agencies are largely able to bypass those restrictions by dealing with data intermediaries. As a result, we are left with a distribution of databases owned by private actors that are endlessly gathering and profiting from data on American consumers.

---

87 Berman, supra note 12.
90 Vigderman and Turner, supra note 26; Angela Moscaritolo, What Does Big Tech Know About You? Basically Everything, PCMag (Jan. 18, 2022),
Advertiser identifiers ("ad IDs"), the unique IDs used by digital advertising firms to track individual consumers and their behavior, enable the data brokers to sell this data to federal and local law enforcement agencies.\(^91\) This in turn allows government agencies like the Immigration and Customs Enforcement (ICE) to engage in surveillance while escaping public scrutiny.\(^92\)

Because the private companies each own separate databases, individuals end up absorbing the cost of managing their profiles in each system (e.g., remembering different passwords for financial institutions, or transferring health records from one hospital system to another) and bearing the burden of keeping track of multiple avenues through which security breaches may occur.\(^93\) The privately-owned national ID we currently have is the worst of all worlds—the ID’s usefulness is undermined by its fragmentation and the high transaction costs for each data matching operation; information that populates the databases are mostly collected without the data subject’s knowledge or consent; and the ID does not deliver public benefits of any kind.

This status quo is unacceptable. The U.S. urgently needs a secure, accountable, and inclusive national ID system that is governed by strong data protection rules. Having a uniform national ID system managed by the government and held accountable to the people is strongly preferable to the de facto ID system owned by a patchwork of largely unregulated private actors acting in their self-interest.

**J. Implementation Challenges**


\(^92\) *American Dragnet: Data-Driven Deportation in the 21st Century,* GEO. L. CTR. ON PRIV. & TECH. (May 10, 2022), https://www.americandragnet.org/ [https://perma.cc/A7WC-ERDA] (“By reaching into the digital records of state and local governments and buying databases with billions of data points from private companies, ICE has created a surveillance infrastructure that enables it to pull detailed dossiers on nearly anyone, seemingly at any time.”).

We must of course acknowledge that establishing an Estonia-like e-ID system in the United States will come with significant challenges. Unlike Estonia’s experience with introducing its e-ID when its first passports began to expire, the U.S. does not have a natural timepoint for migration to the new ID. The U.S. also has a vast and complex legacy infrastructure to reckon with, such as the REAL ID driver’s license standards, databases, and card readers. Furthermore, the U.S. has over 200 times the landmass and nearly 250 times the population of Estonia. The adoption of a new national ID will certainly take more time and resources to complete; distributing the new IDs to the American people poses its own challenges.

At the same time, the U.S. should reckon with existing distributional inequities across socioeconomic levels and in rural communities. One serious inequity issue relevant to national ID is the digital divide: a national ID that offers expanded access to government services through digital technologies will be of little use to those who have limited access to those technologies. Students in lower-income families and Black teens were more likely to face obstacles in remote learning contexts during the COVID-19 pandemic due to a lack of access to a computer or to a reliable Wi-Fi connection. Despite positive trends in recent years, rural Americans are still less likely to have broadband access at home and have lower levels of technology ownership compared to Americans in urban and suburban areas. Americans with disabilities also report lower technology ownership compared to those without disabilities. For the new national ID to be accessible to the very people who will benefit from it most, the U.S. must close its digital divide.

Related to the digital divide is the hobbled state of the U.S. Postal Service (USPS). Relatively poor access to the Internet often means that rural Americans rely more heavily on mail. Because private businesses like FedEx or UPS do not deliver to remote rural areas, Americans who live in those areas

---

96 Emily A. Vogels, Some digital divides persist between rural, urban and suburban America, PEW RES. CTR. (Aug. 19, 2021), https://www.pewresearch.org/fact-tank/2021/08/19/some digital divides persist between rural, urban and suburban America/ [https://perma.cc/A2SW-PFG5].
97 Andrew Perrin & Sara Atske, Americans with disabilities less likely than those without to own some digital devices, PEW RES. CTR. (Sept. 19, 2021), https://www.pewresearch.org/fact-tank/2021/09/10/americans with disabilities less likely than those without to own some digital devices/ [https://perma.cc/7ULX-Z3NJ].
also rely on the USPS for critical goods, such as medications for the disabled and the elderly.98 The Trump Administration’s moves to disparage and further starve the USPS of resources did not help with this inequity problem.99 Fortunately, with recent legislation providing it with much-needed funds and paving the way for future reforms, the USPS appears to be on track to recover.100 If the U.S. government were to distribute its new national ID cards through the mail, the USPS’s role will become even more crucial because failure to properly deliver the IDs will be tantamount to exclusion.

Keeping these equity challenges in mind, the U.S. government should ensure that every eligible individual seeking to sign up to get an ID can do so easily. Post offices already process passport applications and renewals; they could also take on the new national ID. Federal buildings, such as district courthouses, could also offer national ID issuance and replacement services. The government could explore offering additional services for rural areas where post offices and federal buildings are scarce.101 Assuming a similar form factor to the Estonian e-ID card, the new ID cards will need to be distributed with card readers.102 As public adoption of the new ID becomes more widespread, market solutions may emerge that obviate the need for card readers. For example, personal computer manufacturers could offer computers

---


102 Hammersley, supra note 70 (describing the process of becoming an e-resident of Estonia, which includes going to an Estonian police station to pick up a box containing “[the author’s] card, a USB reader, a sealed envelope with [the author’s] PIN code and an invitation to visit a particular URL.”).
with the card readers built in as a feature.103 As existing REAL ID card readers can only read bar codes,104 the government could set an appropriate phasing period during which legacy infrastructure is transitioned to the new public key infrastructure, and both REAL ID and the new ID are accepted for commercial travel. The government could incentivize and accelerate the transition by not accepting REAL ID for accessing government services administered over the Internet.

K. Safeguards and Rules

The new national ID system should address the fears of surveillance, exploitation, and exclusion discussed in Part II through both thoughtful design of the system itself as well as rules that govern the use of national IDs and the information associated with them.

A key issue related to the fears of surveillance and exploitation that must be addressed is function creep.105 Function creep occurs when a system or technology’s use is expanded beyond its original purpose,106 and in the context of information collection and management, beyond the scope of consent. For example, a national ID could collect people’s fingerprints with their consent to prevent benefit fraud. Without proper rules and accountability measures in place, these fingerprints could also be used by law enforcement personnel, who could query the fingerprint database for potential matches to suspected criminals.107

While there are statutory and constitutional protections in place that may prevent the most egregious abuses of a government-owned national ID database, they do not go far enough to prevent the wide variety of potential abuses, especially in the context of law enforcement. For example, the Privacy Act of 1974 precludes government agencies from collecting information about First Amendment activities without statutory authorization or consent by the

106 Id.
individual, and limits collection of personal information to “such information . . . as is relevant and necessary to accomplish a purpose of the agency.”\footnote{108} Information sharing with any other entity must be preceded by the agency making “reasonable efforts to assure that such records are accurate, complete, timely, and relevant for agency purposes.”\footnote{109} Critically, however, the Privacy Act exempts law enforcement activity from its numerous restrictions, leaving the fear of surveillance largely unaddressed.\footnote{110} There have indeed been reports of certain agencies compiling information on citizens—even those not suspected of any crimes.\footnote{111} Similarly, the Fourth Amendment protection against unreasonable searches and seizures could be overcome by a court determination that queries in a database are reasonable warrantless searches.\footnote{112} Alternatively, the court could find that such database queries are not searches at all because the data was furnished voluntarily to a government agency and are government-owned much like the information voluntarily provided in a driver’s license application.\footnote{113} Finally, neither the Privacy Act nor the Fourth Amendment apply to non-government actors, leaving potential abuses by the private sector and the fear of exploitation unaddressed.

Technical safeguards in the new national ID system could certainly alleviate some of these worries. The new system should be set up with key protections incorporated into its design.\footnote{114} Ensuring transparency is critical to mitigate risks of function creep and exploitation of the data within. Employing blockchain technology could provide individuals with transparency in access: data subjects should be able to know when new information is appended to their record in the national ID system, when existing information has been updated, and when public or private entities query their data. Building the ID system on open-source infrastructure and allowing it to be technically auditable by independent third parties is a key part of transparency, ensuring trust, security, and inclusion.\footnote{115} An open-source approach also offers

\footnote{108}The Privacy Act, 5 U.S.C. § 552a(e)(1) and (7).
\footnote{109}Id. at (e)(6).
\footnote{110}The Privacy Act, supra note 108, at (a)(8)(B)(iii), (b)(7) (exempting law enforcement activities from the definition of “matching programs” and the restriction on dissemination of records).
\footnote{113}The Driver’s Privacy Protection Act of 1994 (DPPA), 18 U.S.C. §§ 2721–25, allows drivers’ personal information to be shared with law enforcement agencies; Froomkin, supra note 28, at 303.
\footnote{114}Froomkin, supra note 28, at 310.
\footnote{115}Kak et al., supra note 107.
advantages in cost efficiency and longevity—proprietary software will almost always be subject to a private company’s capacity for continued support and patching. Finally, closely related to transparency is control: Individuals should have the right to access their own data, to contest and correct errors, and to opt out of certain uses of their ID. Control over one’s data is essential to monitor against risks of function creep, unsanctioned data collection, abusive profiling, and discriminatory treatment.

No number of technical safeguards in the design of the system can prevent a determined bad actor from misusing the system. The implementation of the national ID system should therefore be accompanied by rules that appropriately restrict the abuse of the system. More specifically, the government should condition the use of national IDs by public and private actors on compliance with data protection rules that govern collection, processing, storage, and disclosure—i.e., the full data lifecycle—similar to the ones enforced by the European Union and recently adopted by a few U.S. states. The data protection rules should include provisions for purpose limitation, which restrict the collection and use of data only to those cases where they are compatible with the initial purpose that the data subject has consented to, and provisions for data minimization, which require that only the minimum necessary data should be collected to fulfill the intended purpose. Though these rules may at first face resistance from private companies, a government-issued and verified unique identifier will be too powerful a tool for the private sector to ignore, especially given the unreliability of existing alternatives like the SSN. As Michael Froomkin puts it, “[t]he carrot of lower transactions costs dangled by easy, secure, reliable, and cheap identification might suffice to create market-based incentives to get businesses to accept the stick of adherence to substantive privacy conditions.”

116 PRIV. INT’L, supra note 16.
117 Froomkin, supra note 28, at 311; Kak et al., supra note 107.
118 GDPR, supra note 83.
119 E.g., The California Privacy Rights Act, CAL. CIV. CODE § 1798.199.40(a) (West 2020) (effective Jan. 1, 2023) (including purpose limitation, data minimization, and some right of access measures, as well as limited private right of action).
122 Froomkin, supra note 28, at 312.
From the government’s perspective, shifting from today’s fragmented individual privacy law regime to a data protection regime will feel almost familiar, because the Privacy Act is founded on the same Fair Information Privacy Principles (FIPPs) that underlie data protection regimes such as the EU’s GDPR. However, the government must also incorporate one major change: the rules governing the use of national ID data should be free of the law enforcement exemptions seen in the Privacy Act. The fear of surveillance and of the government’s exploitation of the national ID system for illicit and inappropriate purposes will always linger if the Privacy Act’s ban against agencies’ disclosure of personally identifiable information does not apply to cases when law enforcement requests the information.

If removing the Privacy Act’s law enforcement exemptions from the national ID system is politically infeasible, the rules should improve on the Privacy Act’s current exceptions by making law enforcement access more difficult and transparent. Federal privacy statutes often impose additional procedural restrictions such as requiring advance notice to the individual whose information is being accessed, heightening the proof standard from general probable cause by “requiring clear and convincing evidence, tailored showings of relevance, or exhaustion of other methods,” or limiting the use of lawfully obtained information, including precluding subsequent transfers or mandating destruction. If the new data protection rules absolutely must have a law enforcement carve-out, similar provisions should be included to ensure that the American people are protected as much as possible from potential abuse of the national ID system by law enforcement. Another possible measure to alleviate the fear of surveillance is using administrative law principles to govern law enforcement agencies as they do other government agencies, for example by requiring notice and comment whenever there is police rulemaking, thereby placing law enforcement policy under the same public scrutiny that other government agencies regularly subject themselves to during their rulemaking processes.

124 The Privacy Act, supra note 108, at (b)(7).
126 See Christopher Slobogin, Policing as Administration, 165 U. Pa. L. Rev. 91, 137-40 (2016); see also Barry Friedman & Elizabeth G. Jánszky, Policing’s Information Problem, 99 Tex. L. Rev. 1 (2020) (proposing solutions to the information asymmetry problem surrounding policing in the U.S., including broad use of cost-benefit analysis and notice and comment rulemaking).
V. Conclusion

There are very real fears of national ID systems being used to surveil, exploit, and exclude the very people they should be helping. Yet it seems strange and ultimately untenable to be so afraid of a national ID system that we end up with nothing, or perhaps worse than nothing – where federal and local government agencies turn to far less-than-ideal solutions, including participation in personal data trafficking enabled by rampant private surveillance. By coupling careful deployment of modern cryptographic technologies with a strong set of data protection rules that bind both the public and private sectors to their requirements, a new U.S. national ID can work as a public tool purposed for the people’s prosperity.